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Overview 
Today’s lending community is bracing for sweeping regulatory changes and the an�cipated �ghtening of 
federal oversight for midsize banks. More robust surveillance and scru�ny ― coupled with significant 
new requirements in data collec�on and repor�ng ― are exacerba�ng an already tumultuous lending 
environment and crea�ng complex, powerful, and intersec�onal headwinds. To weather this 
unprecedented storm, banks must prepare now.  
 
As regulators revamp lending laws and take ac�ons, compliance demands are escala�ng. In the wake of 
these considerable changes, it has never been more cri�cal for banks to be able to demonstrate strong 
regulatory change management capabili�es. To do so, they require purpose-built technology solu�ons 
that have been tailored to meet the specific needs of the financial community. 
 
In this paper, we will assess the dynamics contribu�ng to the current highly scru�nized banking 
environment; consider pending and poten�al increases to regulatory rulemaking and oversight; and 
examine how implemen�ng a holis�c approach to compliance ― paired with the proper technology 
solu�ons ― can help lenders to successfully mi�gate risk and manage regulatory changes. 
 
Framing the moment: assessing current market condi�ons 
Even during the most serene market condi�ons, regulatory change management poses significant 
challenges. The sheer volume of mandates that banks must comply with is overwhelming; not only do 
regula�ons change constantly, but they can also be massive in scope and depth ― making the process 
nearly impossible to successfully manage without technology. 
 
However, the 2023 financial ecosystem has been unrelen�ngly turbulent for lending organiza�ons. Not 
only have banks been forced to navigate a landscape fraught with unprecedented risk, they are also 
simultaneously coming under intensified regulatory scru�ny. From rising interest rates and soaring 
infla�on, to sustained poli�cal instability in the Russia-Ukraine conflict, vola�lity is widespread.  
 
Addi�onally, the March failure of Silicon Valley Bank (SVB) ― followed by the subsequent collapse of 
several addi�onal small-to mid-size U.S. banks ― took a profound toll on the banking industry. As a 
result, the Federal Reserve is considering tougher rules and oversight for midsize banks similar in size to 
SVB. At the same �me, aggressive regulatory change is on the horizon, including substan�al changes 
within the modernized Community Reinvestment Act (CRA) and significant new requirements in Dodd 
Frank Sec�on 1071 Small Business Repor�ng regula�ons.  
 
The confluence of these market condi�ons underscores the importance of banks inves�ng in the op�mal 
technology to help streamline, automate, and ensure compliance. 
 
Preparing for the substan�al regulatory changes on the horizon  
Compounding the many disrup�ve market condi�ons faced by today’s lending organiza�ons are efforts 
to manage an extraordinary amount of regulatory change. For example, Sec�on 1071 of the Dodd-Frank 
Act requires financial ins�tu�ons to compile, maintain and submit to the Consumer Finance Protec�on 
Bureau (CFPB) certain data on applica�ons for women-owned, minority-owned, and LGBTQI-owned 

https://www.reuters.com/business/finance/us-fed-consider-tougher-rules-midsize-banks-after-svb-signature-failures-wsj-2023-03-14/


small businesses. Not only does the rule contain 81 data elements ― including applica�on dates, loan 
amount, pricing informa�on, informa�on about the business, and informa�on about the race, sex and 
ethnicity of the principal owners of a business ― it requires collected data to be reported in a 
standardized format to the CFPB beginning in October 2024. 
 
The challenges of mee�ng these ongoing condi�ons were underscored in the findings of the 2022 
Wolters Kluwer Regulatory & Risk Indicator survey, which evaluated the lending community’s regulatory 
and risk concerns, realized and an�cipated regulatory impacts, and level of current risk management 
efforts. When asked about the overall compliance and risk areas demanding their focus, 58% of 
respondents cited the ability to maintain compliance with changing regula�ons as one of their biggest 
concerns. In addi�on, 55% of lenders expressed concern over their ability to keep track of regula�ons, as 
well as their ability to demonstrate compliance to regulators (54%)― all factors up by several points 
compared to last year’s survey.  
 

 
 
Among the looming regulatory measures that are magnifying compliance risk: 
 
Modifica�ons to CRA ― Overhauled more than 30 years a�er its introduc�on, the revamped CRA 
represents an atempt to beter align with how the na�on and the banking industry have changed. 
Designed to strengthen and modernize its regula�ons, the proposed CRA changes would provide 
expanded access to credit, investment, and basic banking services in low- and moderate-income 
communi�es; address changes in the banking industry, including internet and mobile banking; yield 
greater clarity, consistency, and transparency; tailor CRA evalua�ons and data collec�on to bank size and 
type; and maintain a unified approach among the regula�ng bodies.  
 
Sec�on 1071 of the Dodd-Frank Act ― In addi�on to amending the ECOA to require financial ins�tu�ons 
to compile, maintain and submit certain data on applica�ons for credit for women-owned, minority-
owned, and small businesses, Sec�on 1071 also addresses privacy interests in connec�on with the 
publica�on of the data. The modifica�on requires the shielding of certain demographic data from 
underwriters and others involved in record keeping.  
 

https://www.occ.treas.gov/topics/consumers-and-communities/cra/summary-of-cra-proposed-rule.pdf
https://www.consumerfinance.gov/1071-rule/


Sec�on 1033 of the Dodd-Frank Act ―The CFPB is looking to provide consumers with more choices and 
direc�on over their own financial data in sec�on 1033 of the Dodd-Frank Act. Considered a step toward 
“open banking” in the United States, the proposal would increase supervisory ac�vi�es rela�ng to 
collec�on, use, and reten�on of consumer informa�on, as well as heighten consumer awareness of and 
aten�on to policies and prac�ces impac�ng their personal financial data. 
 
Federal Reserve Poten�al Ac�vity ― On the heels of the collapse of several small- to mid-size banks, the 
Federal Reserve is considering tougher rules and oversight for banks of similar size. The series of bank 
closures earlier this year amplified fear across the financial system and sparked debate over the prospect 
of reversing the previous rule that alleviated oversight for regional banks. Some experts predict that the 
Federal Reserve’s SVB report, released in April, lays the framework for far-reaching re-regula�on and 
tougher supervision of mid-sized banks. 
 
Emerging regulator priori�es: more aggressive rulemaking and oversight 
As weak risk management has prompted both federal and state regulators to increase rules and 
oversight, these trends are converging in the loan transac�on layer, where the spotlight on data 
collec�on and repor�ng are crea�ng addi�onal regulatory and opera�onal risks for banks. With robust 
regulatory oversight further heightening the importance of compliance risk management, intelligent 
technology partnerships become even more pivotal to automa�ng regulatory compliance and lending 
opera�ons excellence. 
 

 
 
Without ques�on, there is an incredible amount of work for lending organiza�ons to keep up with; from 
the Federal Reserve considering tougher rules and oversight for midsize banks, to 29 proposed rules and 
15 rules in the final stage from four federal regulators, to heightened ac�vity across individual states. The 
flow of new or changed state laws and regula�ons has gone from steady but manageable to 
overwhelming, evidenced in the chart below.  
 
 
 
 

https://www.consumerfinance.gov/personal-financial-data-rights/
https://www.reuters.com/business/finance/us-fed-consider-tougher-rules-midsize-banks-after-svb-signature-failures-wsj-2023-03-14/


 
 
This chart represents the enacted laws and adopted regula�ons and number of states across the U.S. on topics 
relevant to banking that had 10 or more related bills for the 2023-2024 legisla�ve session. Topics may be counted 
in multiple rows.  
 
Indeed, states are proac�vely engaging in the regula�on of more products, services, and areas of risk 
than ever before, including cybersecurity, privacy, and digital assets, among others. While regulators’ 
near-term focus is on safety and soundness, any viola�on or deficiency is likely to receive more aten�on 
than in the past and be given a shorter runway to resolve. 
 
Opera�onal risk has been elevated as cyber threats persist and digitaliza�on of banking products and 
services con�nues to expand, especially as banks increasingly u�lize third par�es. At the same �me, 
compliance risk has magnified amid the current dynamic environment and rapidly changing regula�ons. 
Further amplifying risk is a laser-focus on lenders to ensure they are providing fair access to credit and 
fair treatment of applicants and borrowers. 
 
Consider how the following agencies have weighed in recently on regulatory change management: 
 
OCC oversight 
In the Office of the Comptroller of the Currency’s (OCC) semi-annual risk perspec�ve for spring 2023, 
four key risk themes were iden�fied: liquidity, credit, opera�onal and compliance. While much is being 
discussed about liquidity and credit risk, lenders must give significant aten�on to opera�onal and 
compliance risks. The OCC report points out the need for lenders to effec�vely implement changes and 
update their cash management services, while emphasizing the importance of ensuring sufficient 
resources and subject mater exper�se to implement cri�cal controls to manage fair lending risk. This 
includes measures such as monitoring, tes�ng, and self-evalua�ons. Addi�onally, the report stressed 
that fair lending controls should include systems and processes for evalua�ng loan applica�ons ― from 
origina�on through the life of the loan ― in order to assess whether the bank is marke�ng, solici�ng 
applica�ons, offering, and extending credit on an equal basis. Many of these concerns can be addressed 
by introducing automa�on techniques. 
 
DFPI oversight 

https://www.occ.treas.gov/publications-and-resources/publications/semiannual-risk-perspective/files/semiannual-risk-perspective-spring-2023.html


Also evalua�ng the impacts of the SVB collapse ― and poten�al regulatory changes required as a result 
― is the Department of Financial Protec�on and Innova�on (DFPI). In the sec�on of its report �tled 
“Next Steps,” the organiza�on highlighted immediate enhanced monitoring to prevent further failures 
and supervisory enhancement, as well as increased supervision ― indica�ng that they intend to 
coordinate with federal regulators to develop stronger and more effec�ve systems to promptly 
remediate deficiencies.  
 
Federal Reserve 
Some experts predict that the Federal Reserve’s SVB report, released in April, lays the framework for far-
reaching re-regula�on and tougher supervision of mid-sized banks. The organiza�on concluded that the 
SVB’s board not only neglected to properly manage its risks, but failed to recognize what was happening 
and did not address the problems quickly, resul�ng in the bank’s collapse. Going forward, banks will be 
expected to understand the risks of their ins�tu�on and to provide the resources needed to manage 
them. Compliance, risk, and audit personnel must address problems quickly with a more asser�ve 
supervisory approach.   
 
We’re living in a changed world where state and federal banking regulators will be increasing supervisory 
scru�ny in large part due to recent bank failures. At the same �me, fresh challenges have been created 
by the wide scope of new compliance requirements resul�ng from regulatory changes. As a result, it is 
impera�ve to strengthen compliance defenses through advanced techniques that manage higher-risk 
compliance obliga�ons and regulatory changes more effec�vely, in order to reduce or avoid viola�ons. 
Transla�ng complex requirements into defensible opera�ons through automa�on and other tools will be 
key for the lending community to be successful ― helping to manage or eliminate compliance risks that 
can result in fines, sanc�ons, or hinder growth and compe��veness.  
 
 
Harness the right technology solu�ons to op�mize regulatory management and 
compliance 
Technology has long played a role in regulatory compliance, providing financial ins�tu�ons with the 
necessary tools to navigate regulatory informa�on and manage risk and compliance. Yet some lenders 
may be relying on ineffec�ve, incomplete, or outdated processes and tools. 
 
Although there are countless technological solu�ons available on the market today, the key is to select 
and implement fully automated, interconnected tools specifically designed for the financial industry. 
Coupled with a purpose-driven, holis�c compliance strategy, the right technology solu�ons can 
significantly help lending organiza�ons to manage regulatory change and compliance. 
 
Despite the fact that today’s regulatory environment is far too complex to effec�vely manage without 
the help of technology and automated resources, reliance on manual processes con�nues to be a 
stumbling block for lenders. In fact, respondents in the 2022 Wolters Kluwer Regulatory & Risk Indicator 
survey revealed that this challenge represents their chief obstacle to implemen�ng an effec�ve 
compliance program.  
 

https://dfpi.ca.gov/review-of-dfpi-oversight-and-regulation-of-silicon-valley-bank/
https://www.federalreserve.gov/publications/2023-April-SVB-Key-Takeaways.htm


 
 
Even more, regulators are increasingly expec�ng enterprise-wide risk management programs to connect 
to different parts of an organiza�on, especially in environments of remote supervision. Only in this way 
can banks ensure that the en�re organiza�on is moving forward to implement change in a consistent 
way.  
 
In the OCC report, the organiza�on emphasized that “delaying investments and failing to maintain 
technology infrastructure can lead to opera�onal inefficiencies and reduced resilience.” The OCC also 
stressed that new, modified, or expanded products, services, and opera�onal structures expose banks to 
heightened consumer compliance risk if they are not effec�vely implemented with appropriate changes 
and updates to compliance management systems. Addi�onally, fair lending controls should include 
systems and processes for evalua�ng loan applica�ons, from origina�ons through the life of the loan, to 
assess whether the bank is marke�ng, solici�ng applica�ons, offering, and extending credit on an equal 
basis. 
 
Because compliance is embedded within nearly every stage of the loan origina�on process, automa�on 
is essen�al to achieving success ― reducing both processing �me and costs. When monitoring is 
automated, personnel are promptly alerted about changes, have the ability to generate valuable reports, 
and can access content from mul�ple sources that has been aggregated and analyzed. With these tools, 
banks can increase efficiency and respond to changes more quickly. Automated processes also help 
prevent cri�cal informa�on or requirements from falling through the cracks. 
 
Organiza�ons should also review their control processes and consider where automa�on can improve 
compliance. Ideally, an authorita�ve source library is linked to an internal func�on, process, risk and 
control. If a change is made to the authorita�ve source, banks can go directly to the control that must be 
adjusted, or directly to the process where a new control must be developed. Doing so builds more than 
just efficiencies in the handling of the day-to-day tasks of management; it decreases an organiza�on’s 
compliance risk associated with opera�ons and enhances compliance risk management.  
 
Similarly, the regulatory library is a tool that can help lenders meet regulatory change with control, 
efficiency, and certainty. The solu�on not only helps banks manage the volume and complexity of 
regulatory changes, but can be instrumental in enabling them to understand the impact on the overall 
ins�tu�on, and adapt compliance and business processes accordingly. Wolters Kluwer’s Regulatory 



Change Management Data Feed, for example, contains a comprehensive library of laws, rules, 
regula�ons and guidance for federal, state, and global regulatory bodies and agencies. Paired with 
enriched regulatory updates, it helps banks to expedite reviews and quickly assess the impact of new 
and changed regula�ons.  
 
Understanding what laws, rules, and regula�ons apply to your organiza�on ― and mapping the 
regulatory library to internal policies, procedures, risks, controls, products, services, organiza�onal units, 
and other elements of your compliance program ― is cri�cal and expected, regardless of the size of the 
ins�tu�on. In this way, a regulatory library adds tremendous value as a cri�cal feature of the regulatory 
change management process. In fact, when asked to rank the importance of regulatory change 
management process automa�on features, respondents in the Wolters Kluwer 2022 Risk Indicator 
survey overwhelmingly selected the regulatory library as the most important. A library helps banks to 
iden�fy and analyze specific regula�ons, assess the impact, generate reports and much more. 
 
Embracing new solu�ons can be instrumental in helping compliance professionals move beyond 
an�quated approaches that can put banks at risk. If implemented correctly, cu�ng-edge technologies 
such as Ar�ficial Intelligence (AI) can help modernize and improve virtually any regulatory compliance 
program, driving beter insights and business outcomes, as well as fostering a sustainable and 
accountable process.  
 
AI pla�orms ― which represent compliance enablers, not actual strategies ― are geared toward solving 
sector-specific challenges, such as iden�fying regulatory requirements across different states and 
efficiently managing the pace of regulatory change. When planned and implemented effec�vely as part 
of a broader compliance program management tool kit, these solu�ons can serve as a key resource for a 
bank’s compliance team, helping the ins�tu�on to reduce opera�onal costs and enhance overall risk 
management capabili�es.  
 
Conclusion 
As the risk factors that threaten a bank’s strategic compe��veness con�nue to proliferate, robust 
regulatory oversight is simultaneously increasing ― magnifying the rela�ve importance of regulatory and 
compliance risk management. Yet regardless of the changing landscape, banks must be keenly aware of 
compliance condi�ons at all �mes ― and implement effec�ve strategies to ensure that regulatory 
requirements are being met long-term.   
 
By embracing the op�mal strategies and implement holis�c technological solu�ons, lenders gain the 
control, certainty, and efficiency to successfully mi�gate risk and manage ongoing regulatory changes. 
Inves�ng in the right purpose-driven tools can op�mize a bank’s ability to streamline, automate, and 
ul�mately ensure compliance.   
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